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Abstract of the contribution: Update of the evaluation for key Issue #2.
Discussion
Solution #1 relies on always rejecting non UE detectable emergency sessions with a 380 response, to trigger the UE to use IMS Emergency Session procedures or CS emergency call. However, it should be noted that TS 23.167 offer the possibility, based on operator policy, to allow the session initiation request to continue when a non UE detectable Emergency Session is performed. See the highlighted text in the below extract of TS 23.167.
7.1.2
Non UE detectable Emergency Session

As the UE could not detect the emergency session, the session establishment request will be sent to a P‑CSCF in the visited PLMN or a P‑CSCF in the home PLMN as per a normal session establishment procedure. The former is only applicable to a roaming situation whereas the latter can apply to both a roaming and non-roaming situation. Prior to sending the session establishment request the UE must be registered in the IMS as per the normal registration procedure.

In the case that the P‑CSCF detects that this is a request to establish an emergency session, based upon operator policy (e.g., checking access type):

-
the P‑CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection then the UE shall:

-
select a domain for the emergency session;

-
if the PS domain is selected, follow the procedure in clause 7.1.1;

-
for systems based on TS 24.008 [13], if the CS domain is selected and a dialled number is available, attempt a normal call (i.e. TS 11, see TS 22.003 [26]) using the dialled number if:

-
an emergency service information is included by the P-CSCF with either a country specific emergency subservice type (see TS 24.229 [19]) or a emergency subservice type (see TS 24.229 [19]) that does not map into an emergency service category for the CS domain; or

-
no emergency service information is included by the P-CSCF;

-
for systems based on TS 24.008 [13], if the CS domain is selected, attempt an emergency call (i.e. TS 12, see TS 22.003 [26]) if:

-
a dialled number is not available; or

-
an emergency service information is included by the P-CSCF with no emergency subservice type or a emergency subservice type (see TS 24.229 [19]) that maps into an emergency service category for the CS domain;

-
if the CS domain is selected and for CS systems that do not support emergency call handling procedures (e.g. as described by TS12 in TS 22.003 [26] for systems based on TS 24.008 [13] or in systems providing access to IM CN subsystem using a cdma2000 network, for example) a normal call is made;

-
If prior attempting the call in the CS domain the UE receives a list of local emergency numbers, the UE may verify if and recognizes the dialled number is an emergency number and if verified, the UE shall attempt an emergency call set up indicating the appropriate emergency call type.

-
Alternatively, the P‑CSCF in the visited PLMN or the P‑CSCF in the home PLMN for a non-roaming UE may allow the session initiation request to continue by inserting the explicit emergency indication in the session request. The P-CSCF in the visited PLMN forwards that request to an Emergency CSCF in the same network. The P-CSCF in the home PLMN for a non-roaming UE may forward that request to a Serving CSCF or to an Emergency CSCF in the same network, based on local regulation or operator policy. The E‑CSCF shall inform the UE that the session has been marked as an emergency session so the UE can treat the session as an emergency session establishment.

If the AS detects that this is a request to establish an emergency session, the AS shall handle the request as specified in clause 6.2.8 and forward the request marked as an emergency services request to the S-CSCF.

Therefore, compared to the use of LBO roaming architecture, the use of Solution #1 will induce additional session setup delay, and higher risk of failure, due to the necessity to reject the first session establishment attempt.

This should be clearly reflected in the evaluation.
Proposed changes to TR 23.749
7.2
Key Issue 2: Handling of non UE detectable Emergency Session
Solution #1 is based on the assumption that the VPLMN ID is provided to the P-CSCF at time of IMS registration.

The Solution proposes to query a database in order to compare the dialled number with the possible emergency numbers in the visited country. This can also be accomplished by configuring those possible emergency numbers in the P-CSCF via O&M. The database may be:

a)
a local database for each PLMN with the emergency numbers of all  the roaming partners – but such approach is not scalable for large number of roaming partners and for roaming partners that change emergency numbers often.
b)
a global database maintained e.g. by GSMA

c)
each VPLMN maintains a database with the local emergency numbers only which is accessible to all the roaming partners e.g. using DNS.
This solution relies on always rejecting non UE detectable emergency sessions with a 380 response (which may cause additional delay), whereas the current procedures in TS 23.167 offer the possibility, based on operator policy, to allow the session initiation request to continue when the P-CSCF detects that a request is to establish an emergency session when this was not UE-detectable, even for a roaming UE.
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